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Abstract—Discrete wavelet transform is used to create pseudo-hashes based on content of images and they are stored in a database. The images are decomposed in few levels and the most important wavelet coefficients are selected. The pseudo-hash contains statistical parameters of the coordinates of the coefficients. When searching a large database for images that match a query-image, the similarity of images pseudo-hashes is considered instead of the images themselves.
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1 INTRODUCTION

CONTENT-based image retrieval (CBIR) deals with searching a database for images that correspond to a query image by using visual contents of the images. CBIR requires feature extraction and computation of similarity. The CBIR technology has been used in several applications such as fingerprint identification, digital libraries or medicine.

The property of wavelets to localize both time and frequency makes them very suitable for analysis of non-stationary signals [1]. The basis functions used in wavelet transforms are locally supported; they are nonzero only over part of the domain represented. Hence, an adequately chosen wavelet basis tends to group the coefficients in two groups – one group with a few coefficients with high SNR, and other group with a lot of coefficients with low SNR.

In this paper, a CBIR algorithm based on discrete wavelet transform is proposed. It selects representative wavelet coefficients for an image, which are processed to obtain statistical parameters for the image. They compose an image pseudo-hash information, which is later used for fast searching the database. This approach for searching a database for images in which a query is expressed as a low-resolution image is known as query by content [2], [3], [4], [5].

The paper is organized as follows. After the introduction, the basic definitions of wavelet transform are outlined in Section 2. Section 3 briefly describes the creating of pseudo-hash based on images content and organization of a database. Section 4 presents our experimental results, while the conclusions are given in Section 5.

2 DISCRETE WAVELET TRANSFORM

Discrete wavelet transform (DWT) decomposes a signal into a set of orthogonal components describing the signal variation across the scale [6]. The orthogonal components are generated by dilations and translations of a prototype function $\psi$, called mother wavelet:

$$\psi_{jk}(t) = 2^{j/2} \psi(2^j t - k), \quad k, j \in \mathbb{Z}$$  (1)

The above equation means that the mother function is dilated by integer $j$ and translated by integer $k$. A signal $f$ for each discrete coordinate $t$ can be presented as a sum of an approximation plus $J$ details at the $j$th decomposed level:

$$f(t) = \sum_{k} a_{jk} \phi_{jk}(t) + \sum_{j=1}^{J} \sum_{k} d_{jk} \psi_{jk}(t)$$  (2)

where $\phi_{jk}(t)$ is scaling function. The residual term corresponds to a coarse approximation of $f(t)$ at resolution $J$.

The estimation of $d_{jk}$ and $a_{jk}$ can be achieved through an iterative algorithm for decomposition by using two complementary filters $h_0$ (low-pass) and $h_1$ (high-pass) [7]. This is illustrated in Fig. 1 for 1D DWT and 2D DWT.

The most popular form of conventional wavelet-based signal filtering, can be expressed by:

$$\hat{a}_{jk} = d_{jk} \cdot h_{jk}$$  (3)

where filter $h_{jk}$ describes “hard” or “soft” threshold filtering with a threshold $\tau_j$ known also as wavelet shrinkage [8]:

$$h_{jk}^{(hard)} = \begin{cases} 1, & \text{if } |d_{jk}| \geq \tau_j \\ 0, & \text{if } |d_{jk}| < \tau_j \end{cases} \quad \text{or}$$

$$h_{jk}^{(soft)} = \begin{cases} \frac{\tau_j \text{sgn}(d_{jk})}{d_{jk}}, & \text{if } |d_{jk}| \geq \tau_j \\ 0, & \text{if } |d_{jk}| < \tau_j \end{cases}$$  (4)
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3 IMAGE PSEUDO-HASH

The main idea is to search a large database for images that correspond to particular image-query on the basis of a small piece of information calculated from the images themselves - pseudo-hash information [3]. By comparing the similarity between the images pseudohashes stored in the database and a query-image pseudo-hash, candidate-images can be selected to be considered visually if some of them correspond to the query-image.

This section presents an algorithm for creating pseudo-hash from an image by using wavelet transform. The wavelet transform is suitable since it tends to concentrate the energy of an image into a small number of coefficients, while a large number of coefficients have small energy. By applying a hard threshold given with (4) the most important wavelet coefficients can be selected.

\[
\text{pseudo}	ext{-hash} = \begin{bmatrix}
\text{meanxcoord}, \\
\text{meanycoord}, \\
\text{stdevxcoord}, \\
\text{stdevycoord}.
\end{bmatrix}
\]

A database that keeps images information can contain a few relations with their schemas given in Fig. 2. The relation tbl_image contains information like name, description and location of the images (the images are picture files in the file system). In this relation, the primary key is the attribute id_image. The relation tbl_coeff contains positions (x and y coordinates) of the representative wavelet coefficients of the images. The primary key is the attribute id, while id_image is a foreign key that takes its values from the primary key from the relation tbl_image. The relation tbl_query contains positions (x and y coordinates) of the representative wavelet coefficients of the query image. The pseudo-hash information for all the images in the tables tbl_coeff and tbl_query can be calculated by running simple SQL queries.

A list of images candidates can be obtained by processing the images wavelet coefficients or images pseudo-hash information. Comparing of the positions of wavelet coefficients stored in the tables tbl_query and tbl_coeff can give a satisfactorily result. The image with a maximum number of matching points (positions of the most important wavelet coefficients) is likely the image that is looked for.

Also, a list of candidates can be obtained by comparing the distances \( M_i \) between the positions of the wavelet coefficients of the query image with the positions of the wavelet coefficients of the images in the database:

\[
M_i = \frac{1}{\sum_{x,y} \left[ (x_i - x_j)^2 + (y_i - y_j)^2 \right] + \alpha}
\]

where \((x, y)\) are coordinates of wavelet coefficient of images stored in the database, while \((x_i, y_i)\) are coordinates of wavelet coefficient of the query image. The parameter \(\alpha\) is used to avoid obtaining big values or infinity for \(M_i\) when the query image is the same or very similar with some images in the database.
database. Images with bigger values for the similarity measure \( M_1 \) are candidates to correspond to the query image.

Next, a list of candidates can be obtained by processing the distance \( M_2 \) between pseudo-hash of the query image with the pseudo-hashes of the images in the database:

\[
M_2 = \sum_{i} \frac{1}{\sqrt{(p.h.(i) - p.h.q(i))^2 + \alpha}}.
\]

where \( p.h.(i) \) and \( p.h.q(i) \) are pseudo-hash elements for the images in the database and the query-image, respectively:

- \( p.h.(1) \) – mean of the \( x \) coordinates,
- \( p.h.(2) \) – mean of the \( y \) coordinates,
- \( p.h.(3) \) – standard deviation of the \( x \) coordinates,
- \( p.h.(4) \) – standard deviation of the \( y \) coordinates.

The proposed algorithm is given in Fig. 3.

4 Experimental Results

This Section presents the results obtained by experiments performed over a collection of 1001 similar images of people, animals, landscapes, objects, etc. All the images have their own id: from id = 0 to id = 1000. Fig. 4 shows a few of these images. Pseudohash data for all the images are calculated by the proposed algorithm from Section 3 and stored in a Microsoft Access database which schema is given in Fig. 2. The database does not contain the images themselves – the images are picture files stored in the file system.

For calculating the pseudohash data for the images from the collection, the images are converted in YCBCR colour space and the haar wavelet transform in three levels is applied over their Y components. The horizontal, vertical and diagonal detail coefficients from the third level are summed up and the most important 5% coefficients are kept in the table tbl_coeff. The pseudohash data are calculated by running a simple SQL statement.

Next, the images shown in Fig. 5 are used as query-images (id = 1, 1503 and 1089, respectively). All they have same resolution 256x384. The sparse matrices obtained from the most important wavelet coefficients of the three images after applying the haar wavelet transform in three levels are stored in table tbl_query and they are also shown in Fig. 5. Their resolutions are 48x32, which means that only a few coefficients were taken into consideration for the calculation of the pseudohash. The first query image (id = 1) is already contained in the collection and accordingly its pseudohash is already stored in the database. The second query image (id = 1503) is obtained from the image with id = 501 when some parts from the original image are erased, so the query image (id = 1503) contains missing (black) parts. The third query image (id = 1089) is obtained by filtering an original image from the collection (id = 87). By running a simple SQL statement, the pseudohash data are calculated for the three query images.

The next step is searching the database for candidates images that match the three query images. First, this is carried out by comparing the filtrated wavelet coefficients of the images stored in the database (tbl_coeff) and the filtrated wavelet coefficients of the query images (tbl_query). The best candidates are the images that have the most overlapping (matching) wavelet coefficients (points). The results are shown in Table 1. For the query-image with id = 1, the candidate image with the most matching points (77) is the image with id = 1 (the same image). For the query-image with id = 1503, the candidate image with the most matching points (56) is the image with id = 501, and for the query-image with id = 1089, the candidate image with the most matching points (71) is the image with id = 87.
Next, the searching the database for candidate images is carried out by calculating the measures $M_1$ and $M_2$, according to (5) and (6), respectively, and the results are shown also in Table 1. The parameter $\alpha$ in (5) has value 0.1, while in (6) it is 0.01. The measures $M_1$ and $M_2$ can be calculated by running simple SQL commands over the tables and queries shown in Fig. 2.

It can be seen again that the images with id = 1, 87 and 501 have the highest similarity with the query images.

5 Conclusion

In this paper a CBIR algorithm based on the discrete wavelet transform is presented. The most important wavelet coefficients for images are used to create images pseudo-hash information. A database is searched for images that correspond to a query image by comparing respective images pseudo-hashes. The experiments validate the algorithm, showing that it works properly and delivers the expected results. Our future work will be focused on extending the algorithm for searching when the image-query is a blurred or rotated image, a low-resolution image from a scanner or video camera or it is manually drawn picture.
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